SECURDATA

Anme|dung Die Datenschutzlandschaft entwickelt sich rasant. Neue EuGH-Judikatur, Entschei-
dungen der Aufsichtsbehérden und neue Kl-Regelungen stellen Unternehmen jedes
Jahr vor neue Herausforderungen. Fir Datenschutzverantwortliche und Experten wird
ein jéhrliches Wissens-Update damit unverzichtbar.

e (ber das Online-Anmeldeformular unter www.secur-data.at/datenschutzseminar, Unser zweitdgiges Seminar bietet ein einzigartiges Update — kompakt, fokussiert und
praxiserprobt.

Sie kénnen sich

e schriftlich mit dem Anmeldeformular an Secur-Data, Fischerstiege 9, 1010 Wien,

o telefonisch bei Frau Veronika Dinhobl unter (01) 533 42 07-0 oder Tag 1: Tiefgreifende ]urisf'ische Analysen, neue Interpretationen und
E-Mail inare@ data.at ¥ aktuelle Best Practices
* per=rdl an serinaretsecti-aaia-af anmeiden. Tag 2: Use-Cases, Live-Analysen und praxisorientierte Lésungen

for den Arbeitsalltag

Beide Tage sind hochgradig interaktiv und bieten viel Raum fir den Austausch unter
Fachkollegen, Diskussionen, Fallbesprechungen und konkrete Umsetzungshilfen.

SECUR DATA Datenschutzpraxisseminar:

Modul 1: Datenschutz - Rechtliche Themen und
Entwicklungen

Ich melde mich fir folgendes Modul verbindlich an: Modul 2: Datenschutz — Praktische Umsetzung

O Modul 1 am 24. Mérz 2026 O Modul 2 am 25. Méarz 2026 Dienstag, 24. Marz 2026 und Mittwoch, 25. Mérz 2026
Titel Vorname Nachname .
Prof. KommR Hans-Jiurgen Pollirer
Tolefon E-Mail Mag. Judith Leschanz
Geschaftstohrerin der Secur-Data Betriebsberatungs-Ges.m.b.H.
Vorstandsvorsitzende der Privacyofficers.at
Aufgabenbereich

Vertreter der osterreichischen Datenschuizbehorde

Mag. Rona Paca

Juristin, Datenschutzexpertin

Mag. Gertraud Wisiak

Juristin, Datenschutzexpertin
Friedrich Tuma

Senior Consultant, Datenschutzexperte

Datum Unterschrift Mag. Krzysztof Muiller, CISA, CISSP
Lektor FHS St. Polten, Executive Consultant

Firmenstempel bzw. Firmenname, Adresse



https://www.secur-data.at/datenschutzseminar/

Modul 1: Datenschutz — Rechtliche Themen und Entwicklungen

Der erste Seminartag widmet sich den rechtlichen Eckpunkten der DSGVO und aktuellen
Entwicklungen. Zusétzlich beleuchten wir zentrale Spezialthemen aus Arbeitsrecht und On-
line-Marketing und diskutieren die neueste nationale und internationale Rechtsprechung.

Die wichtigsten Programmpunkte:

e Grundlagen des Datenschutzmanagements fir Datenschutzbeauftragte und -
koordinatoren

e Best Practices
How-to: Auskunftsrecht, Videoiberwachung, Konzern-Datenverarbeitung inkl.
Auftragsverarbeiter & Joint-Controller, Data Breach und Krisenmanagement,
Umgang mit Beschwerde- und BuBBgeldverfahren, EU-US-Datenschutzrahmen,
Beauftragung und Prifung (Audit) von Auftragsverarbeitern

o Judikatur-Analyse direkt von der Osterreichischen Datenschutzbehérde
Strafen und Sanktionen der Datenschutzbehérden und Gerichte

e Tracking und Online-Marketing
Rechtskonformer Webauftritt, Datenschutzerklérung und Cookie-Banner

¢ Datenschutz im Arbeitsrecht
Mitwirkung des Betriebsrats, Datenschutz- & Gleichbehandlungsrecht
HR-Tools: Zuléssigkeit und Problemfelder
Betriebsvereinbarungen und Home-Office-Vereinbarungen

e Die neuen EU-Regelungen
Welche Inhalte werden (neu) geregelt? Wie ist |hr Unternehmen betroffen?

Modul 2: Datenschutz — Praktische Umsetzung

Der zweite Tag zeigt, wie man die Theorie in die Praxis umsetzt. Dabei erfahren die Teil-

nehmer, wie ein effizientes Datenschutzmanagement im Unternehmen aufgebaut werden

kann, welche Sicherheitsmafinahmen verpflichtend umzusetzen sind und wie Kl, Cloud und

moderne Tools datenschutzkonform eingesetzt werden kénnen.

Im Einzelnen werden folgende Punkte ausfihrlich behandelt:

e Aufbau und Betrieb eines Datenschutzmanagementsystems (DSMS)

e Gap-Analyse und Léschkonzept inkl. Aufbewahrungsfristen

e Datenschutzkonforme Anwendung von Kinstlicher Intelligenz, inkl. KI-Governance,
Prompting

e Cloud Computing, Privacy by Design and by Default

e Aufgaben des Datenschutzbeauftragten, Risikoanalyse und Datenschutz-
Folgenabschatzung (DSFA) inkl. amtswegigem Prifverfahren

e Praxisbeispiele fir Data Breach-Prévention im Unternehmen
e Datensicherheitsmafinahmen in der Praxis, ,TOM” iSd. Art. 32 DSGVYO

Ablauf und Zielpublikum

Zielpublikum: Datenschutzbeauftragte und -koordinatoren sowie Verantwortliche aus IT,
Recht, HR und Marketing.

Wer sollte teilnehmen: Alle, die Datenschutz im Unternehmen aktiv gestalten, kontrollieren
sowie beraten und verléssliche Updates aus Recht und Technik benétigen, um Entscheidun-
gen sicher treffen zu kénnen.

Ablauf: Zwei kompakte Tage, die rechtliche Neuerungen, praxiserprobte Methoden und
konkrete Tools vereinen. Die limitierte Teilnehmerzahl garantiert Raum fir individuelle
Fragen, Austausch und fachliche Vernetzung.

Die Mindestteilnehmerzahl betrégt 8, die Héchstteilnehmerzahl 15 Personen.

Sie erhalten eine Teilnahmebestatigung sowie digitale Unterlagen mit Vorlagen und Mus-
terdokumenten zu beiden Modulen.

Seminarzeit und Ort

Modul 1: Dienstag, 24. Méarz 2026,
Modul 2: Mittwoch, 25. Marz 2026

Von 91 bis 17% Uhr, Mittagessen von 122 bis 133° Uhr
Hotel Hilton Vienna Plaza — Schottenring 11, 1010 Wien

Nachste U-Bahn-Stationen: Schottenring (Linien U2 und U4) und Schottentor (Linie U2).
Nachste Parkgarage: Votivpark-Garage.
Das Hotel ist unter der Telefonnummer (01) 313 900 erreichbar.

Rucktrittsrecht

Stornierungen sind bis eine Woche vor Beginn des gebuchten Moduls (bei Buchung beider
Module vor Beginn des ersten Moduls) gebihrenfrei, danach verrechnen wir 50 % der Teil-
nahmegebihr. Wir bitten um Versténdnis, dass wir fir Stornierungen ab dem Tag des Be-
ginns des gebuchten Moduls bzw. bei Nichterscheinen die volle Teilnahmegebihr in Rech-
nung stellen.

Teilnahmegebuhr

Bei getrennter Buchung der beiden Module betrégt die Teilnahmegebihr pro Modul
EUR 855,- zuziglich 20 % USt. Bei gleichzeitiger Buchung beider Module betréagt die Teil-
nahmegebihr EUR 1.660,- zuziglich USt. Im Beitrag enthalten sind: Lehrgangsunterlagen,
Pausengetrénke sowie das Mittagessen.

Bei einer Absage der Veranstaltung aus organisatorischen Griinden werden bereits be-
zahlte Teilnahmegebihren vollsténdig zurickerstattet. Dariiber hinausgehende Schéden
ieglicher Art werden nicht ersetzt.



